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Abstract: M2M communication is based on data transfer data between devices to a remote central location for effective 
monitoring and control. M2M enables networked devices to share information and perform actions, without the manual 
assistance or not much of human intervention. In this paper, M2M communication connected in an Adhoc using the MQTT 
protocol is presented and demonstrated. The open cloud is used for the database storage and the results are shown in 
jsonformat. Experimental studies suggest Adhoc M2M communications established with MQTT protocol has provided 
effective communications for industrial applications with minimum packet loss and delays. 
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1. Introduction 

Communications between the machines started as wired 
communication which was not very cost effective and 
flexible. Development of wireless communication standards 
2G, 3G, 4G (LTE) provided flexibility for remote 
communicate anywhere and specifically for industrial 
application it is need of the hour. In future machines will be 
autonomously programmed to communicate with each other 
without human intervention. 

The current technology in M2M communication is based 
on is INDUSTRY4.0. In this technology all the machines 
will be interconnected to each other wirelessly and are 
connected to the internet. The basic functions of M2M 
communications are 

a. Data collection: Here the data is collected from the 
machines. Ex: sensor value, temperature value, etc. 

b. Data Transmission: The data collected are transmitted 
through the wireless technology to the server. 

c. Data Storage: the CLOUD can be open cloud or service 
provided. 

d. Response: Data from the storage device area accessed 
further Communications and actions are performed. 

The author explains the M2M technology and its practical 

applications [1]. The growth of technological capabilities of 
mobile devices, the evolution of wireless communication 
technologies, M2M refers to data communication between 
machines without human intervention. M2M is the 
convergence of mobile agent connected by wired network or 
by wireless network, with an information system capable of 
making decisions. The grand schemes of a model to be used 
in an agricultural decision support System is being presented. 
It tells how the multi agents programming and constraint 
programming are applied to hybrid system. There are also 
some constraints for distributed architecture and all this is 
done on the java platform [2]. 

Using sensors and raspberry piB+ model are used for 
creating as network gateway and by implementing this sensor 
data is transferred and received and these data are being 
monitored on the web page [3]. Here it describes how to use 
the cayenne cloud platform and also provides a clear view of 
the raspberry pi or Arduino as connected to the platform [4]. 
In this a web-based Internet of things solution aimed for 
monitoring, tracking and analysing data in agriculture area is 
proposed, all this are done using the MQTT protocol. A real 
time data is achieved using broker-based 
publishing/subscribing MQTT. Collected data from sensors 
is shown and stored in web part of the information system. 
This type of implementation is developed by the 
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manufacturers need for monitoring and tracking data. [5]. 
Cloud computing is an emerging area that affects IT 
infrastructure, network services, and applications. In this 
article it introduces various aspects of cloud computing, 
including the rationale, underlying models, and 
infrastructures and provides more details about some of the 
specific technologies and scenarios [6-9]. 

The manual process of controlling machines offsite 
industry is laborious and time consuming. As there are many 
industries where automation is needed for group of machines 
performing different tasks, it is challenging to control these 
machines work in synchronized pattern with proper co-
ordination. In this direction there is a need to work for 
efficient protocol for creating adhoc M2M communication 
with less packet loss and seamless connectivity. In this paper 
we present use of MQTT protocol for Adhoc network for 

industrial M2M communications. Paper is organised with 
section 2 on proposed solution and in section 3, 
implementation steps are discussed. Section 4 we present 
results and discussion. 

2. Proposed Solution 

To resolve the issues in present M2M for industrial 
applications we prototype ad-hoc network scenario using 
devices with MQTT protocol for communication. A 
centralized monitoring system will collect the data from the 
network available in cloud and manager can review the 
collected information to control the entire operation of the 
plant. The scenario with block description is shown in figure 
1. 

 

Figure 1. Block description of M2M ad-hoc network. 

We have employed hardware which constitutes Raspberry 
pi3 boards that have the ability to interact with the external 
world. All the nodes are networked using RS485 network 
along with RP kit. RP kit acts as master and will collect the 
information from all the nodes. The collected data is 
displayed on the LCD monitor for the Manager and other to 
see the status. One of the Raspberry Pi3 is considered as 
master and the other three are slaves. For data transfer we 
have temperature and the humidity sensorto send the data to 
the master. 

The required Raspberry Pi packages are downloaded and 
installed and created an ad-hoc network by suitable 

commands in LINUX platform. 
PUTTY is a terminal emulator application that is used as a 

client for the SSH, Telnet, rlogin, and raw TCP computing 
protocols. Xming is an X11 display server for Microsoft 
Windows operating systems, including Windows XP or later. 

MQTT (Message Queuing Telemetry Transport): "The 
MQTT protocol enables a publish/subscribe messaging 
model in a flexible manner. It is useful for connections with 
remote locations where a small code footprint is required 
and/or network bandwidth is at a premium. MQTT-SN 
(MQTT for Sensor Networks is open and lightweight 
publish/subscribe protocol designed specifically for machine-
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to-machine and mobile applications. Required MQTT 
packages are downloaded and installed and accordingly the 
publisher/subscriber will take place between the master and 
slave. Basic communication between Master and slaves in 
ad-hoc within range is initially tested. 

In the next case, when one of the slave moves out of range 
from the master network, communication is not broken, 
instead the adjacent slave to which it can connect will 
transfer information to master. This communication is done 
using MQTT protocol and they use the terminology called 
publisher/subscriber. Here the master will publish its 
presence to which the slaves need to be subscribed. Once 

done, then slaves will receive the information from master. 
When the data is to be sent the delay is measured by using 

the timestamp command and this will indicate the delay 
taken by the master to slave and vice versa to communicate 
with each other. 

All the machines are connected to the cloud called cayenne 
cloud, an open platform. In this cloud dashboard the machine 
ID will be displayed and can take the data value and store in 
the database. Further any disconnection of the slave or if the 
slave goes down, the buzzer will beep to indicate that the 
slave is in offline. 

 

Figure 2. Flow Chart for M2M Ad-Hoc Network. 

3. Implementation and Experimental Steps 

The initial hardware connection set up is shown in figure 3. 
The flow of complete communications is provided in steps below. 
Step 1: Connecting the raspberry pi as master as shown below in figure 3. 
Step 2: login to master is shown in figure 4 
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Figure 3. Raspberry Pi Initial Setup. 

 

Figure 4. MasterTerminal Window. 

Step 3: connect the temperature sensor (DHT 22) as shown 
in figure 5. 

 

Figure 5. Temperature Sensor Connection. 

Step 4: Initially slave 1 connects to master and 
communication is established. For this secure shell command 
are used as shown in figure 6. 

 

Figure 6. Login from master to slave 1 using secure shell login. 

The communication starts and data related to temperature 
sensor are transferred to master as shown in figure 7  

 

Figure 7. Slave 1 sends the temperature value to the master. 

4. Results and Discussion 

Observation is made on the proposed scenario which has 
given seamless communication between devices using 
MQTT protocol as in figure 9 Python is used to program 
commands for Raspberry pi devices. When slave 1 and 2 are 
connected to the master, within range of network i.e. the 
slave is within the (15m), the temperature and humidity 
sensor connected to the slave 1 and 2 are transferred to 
master through cloud. Then slave 1 is moved out of network 
where in its login shows error. 

The control is transferred to the slave-3 that act as a 
mediator between slave 1 and the master for reading the 
temperature value. The slave 1 is kept away from the master 
pi at a distance of 25m. 

The master will publish and ask for the temperature value 
from slave 1 by running the python code for it. The slave 2 
which connected to the temperature sensor when not in range. 
i.e at a distance of 25m from the master. The master can 
login to nearer slave 3 and 

Can communicate with slave 1 using the secure shell login. 
(Shown in figure 10) 

 
 



 Advances in Wireless Communications and Networks 2017; 3(4): 39-44 43 
 

 

Figure 9. The communication with slave 1 using MQTT. 

 

Figure 10. Master salve 1 through Slave 3 connected through secure shell 

command. 

The master gets the temperature value from slave 1 
through slave 3 by MQTT publisher code. The slave 1 
acknowledges and sends the required data. (As in figure 11) 

 

Figure 11. Slave 1 sends e Temperature data to the Master through slave 3. 

 

Figure 12. Time for communication of packets. 

We find out delay by taking difference between sent and 
received message time stamp as shown in figure 12 

 

Figure 13. Time for slave 1 in range. 

The observed packet loss is zero, placing Slave 8 meters 
apart from the master and found faster data transfer which is 
indicated as time stamps. This is shown in figure 13 
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Figure 14. Packet Transfer rate test (Slave 3 is at a distance of 8 meter from 

Master). 

Also, we observed the packet loss and data transfer rate by 
placing Slave 15 meter apart from the Master, we found 
packet transfer is 100% successful but there is a slightly 
higher delay while transferring because of longer distance as 
shown in figure 14 and figure 15 for distances of 8mts and 15 
mts for slave from master. 

 

Figure 15. Packet Transfer rate test -Slave 3 is at a distance 15meter. 

5. Conclusion 

M2M is the present technology employed in the industries 
for connecting machines in the ad-hoc network. After survey 
among the communication protocols, COAP and MQTT are 
efficient for M2M industrial IOT applications. MQTT being 
open source is preferred for M2M implementation as it has 
provided faster data transmission and less time delay. Further 
open cloud platform allows all the data to be stored, reviewed 
by the manager whenever needed. MQTT protocol employed 
configures devices for very less power consumption and the 
header required for it is very less compared to http protocol. 
In the scenario with adhoc network we have studied the 
effective communication between M2M with negligible 

delay and this prototype is being extended forward for 
communication in real industrial environment to control 
motors and other equipment through cloud. 

In addition to effective communication, power budget was 
less as consumption depends upon the number of raspberry 
Pi boards connected. The power budget suggested tentatively 
is around 3.3W with all slaves are simultaneously 
communicating with master. 

This suggests that M2M Adhoc network for industrial IOT 
applications with MQTT protocol serves as good and flexible 
platform for connecting devices. 
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